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Abstract of the contribution: Proposes a new solution for key issue 4, focusing on separation of Session Management and Mobility Management.
1. Discussion
TR 23.799 has captured key issue 4 on session management. Specifically, the key issue contains a set of aspects:
-	Session management model, including: 
-	describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NexGen system architecture.
-	how sessions are established on-demand instead of by default when attaching to the network 
-	Identify the correlation between session management and mobility management functionality, including:
-	studying whether separation of session management and mobility management is possible, and 
-	identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 clause 5.1.2.2, is used) while minimizing any negative impact on the user experience
-	Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above.
-	Session management in roaming scenarios, both for services available in/from the visited operator and for services available in/from the home operator, and for services by 3rd parties.
The solution does not target directly the following aspects, since we believe they can be addressed by complementary and self-contained solution, with the idea of defining how the solutions for the following points interact with the proposed solution:
-	session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.)
-	How session management work for UEs connected via multiple accesses and via multiple connectivity, including providing multiple simultaneous traffic connectivity for the UE
-	Investigate solutions to minimize signalling for scenarios with short data bursts.
It has to be noted that this solution also addresses parts of key issue 1 on network slicing, and specifically:
· How to enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, content providers, etc.) that require similar network characteristics.




2. Proposal
It is proposed to add the following solution to the TR 23.799 “Study on Architecture for Next Generation System”.
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6	Solutions
Editor's Note: This section describes the solutions to the key issues and solutions to architecture design. 
[bookmark: _Toc439686354][bookmark: _Toc439745372][bookmark: _Toc316022752]6.x	Solution X – Separation of Session Management and Mobility Management 
This solution applies to key issue 8 on session management, and parts of key issue 1 on network slicing, and specifically to the following points:
-	Session management model, including: 
-	describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NexGen system architecture.
-	how sessions are established on-demand instead of by default when attaching to the network 
-	Identify the correlation between session management and mobility management functionality, including:
-	studying whether separation of session management and mobility management is possible, and 
-	identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 clause 5.1.2.2, is used) while minimizing any negative impact on the user experience
-	Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above.
-	Session management in roaming scenarios, both for services available in/from the visited operator and for services available in/from the home operator, and for services by 3rd parties
-	How to enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, content providers, etc.) that require similar network characteristics.

[bookmark: _Toc439686355][bookmark: _Toc439745373][bookmark: _Toc316022753][bookmark: OLE_LINK6][bookmark: OLE_LINK7]6.x.1	Architecture description 
Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 
The solution proposes a model in which:
· For each network slice, the UE has a single MM context
Editor’s note: this assumption is dependent on the solutions for the key issue on network slicing, and may need to be revisited when such solutions are defined.
· A UE can have a MM context established with the network without requiring the establishment of an SM context (i.e. IP and non-IP connectivity)
· For each MM context, a UE can have multiple SM contexts 
· A UE can use different credentials for the establishment of the MM context and the establishment of each SM context
· A UE can simultaneously establish an MM context and one or more SM contexts
In this solution, a UE may be provisioned with one or more set of credentials. Credentials provisioned in the UE are classified as:
· connectivity credentials: connectivity credentials (e.g. credentials provided by a Mobile Network Operator, or an MVNO, to a UE) enable the UE to establish a MM context with the network and, possibly, to establish one or more SM contexts with the core network. 
· service credentials: service credentials, provisioned to the UE by an MNO, an MVNO, or by a 3rd party service provider, enable the UE to authenticate the establishment of a SM context while tying the SM context to a specific service and service provider (e.g. for authorization, connectivity profile, charging, policing, etc.). The entities providing credentials to the UE may configure the UE as to what credentials need to be used for the various services. E.g., if the UE receives connectivity credentials from an MNO, and the MNO also provides IMS services, the MNO may configure the UE to use the connectivity credentials also for establishing connectivity to IMS.
The solution proposes the adoption of the following functional entities in the NexGen architecture:
· Mobility Management Function: the MMF is in charge of establishing and maintaining the MM context for a device attaching to the NexGen network, over one or multiple access technologies.
Editor’s note: whether one or multiple MMF instances are applied when the UE connects to multiple network instances/slices is FFS and depends on the definition for the architecture for network slices.
Editor’s note: it is FFS if the MMF function is solely implemented in the NexGen core network or if it is a functionality distributed between the access network (e.g. RAN) and the NexGen CN.
· Connectivity Management Function: the CMF is responsible for establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NexGen system architecture, including establishing sessions on demand. The CMF may optionally interact with the Authentication Function to authenticate the UE requests for SM context establishment, e.g. in the case the credentials used by the UE for SM context establishment are different from the credentials used for MM context establishment 
· Authentication Function: the Authentication Function is responsible for mutual authentication to establish a MM context between the UE and the MMF. The Authentication function is also responsible for mutual authentication to establish an SM context between the UE and the SMF.
· Subscriber Profile Repository: the SRP stores the subscriber profile and the subscriber credentials corresponding to a specific set of credentials. Multiple SRP instances may be present in a network, e.g. the MNO SRP for MM and possibly SM context establishment, a 3rd party service provider SRP, etc.
The solution, in addition to considering network slicing as being defined in other key issues, also proposes the concept of service slicing in order to enable efficient and flexible provisioning of connectivity to service providers (e.g. enterprises, service providers, content providers, third party entities, etc.) that require similar network characteristics. 
Service slicing enables a UE, provisioned with multiple credentials (each corresponding to a specific service, service provider or 3rd party entity) to establish SM contexts and connectivity for each service separately and on-demand.
[image: ]
Figure 6-xx. SM and MM high level architecture

[bookmark: _Toc439686356][bookmark: _Toc439745374][bookmark: _Toc316022754]6.x.2	Function description 
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.
In this solution, when connecting to the network, a UE performs the following steps:
1. the UE establishes a MM management context via MM procedures with the MMF, including authentication via connectivity credentials. The MM context establishment provides UE mobility tracking and a secure signalling channel over the AN
2. simultaneously to the MM establishment, the UE may also establish one or more SM contexts using the connectivity credentials.
Editor’s note: it is FFS whether the establishment of a SM context related to the same credentials used for the MM context requires a further authentication for the SM establishment, or whether the security context established for the MM context can be reused for the SM context established with the access credentials.
3. The UE may further establish additional SM context for specific services, using the associated service credentials
Editor’s note: the specific protocols for MM context establishment and SM context establishment are FFS. It is expected that a subset of the current NAS functionality will be supported, depending on the solutions designed for other key issues (e.g. QoS, depending on whether bearers are still considered in NexGen).

[bookmark: _Toc439686357][bookmark: _Toc439745375][bookmark: _Toc316022755]6.x.3	Solution evaluation 
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
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